**Родительское собрание для родителей учащихся 5–9-х классов "Правила безопасности и этика в Интернете для подростков"(примерный вариант)**

[**http://festival.1september.ru/articles/636657/**](http://festival.1september.ru/articles/636657/)

* [Акимова Елена Геннадьевна](http://festival.1september.ru/authors/267-407-509), *заместитель директора по ВР*
* [Савельева Ирина Николаевна](http://festival.1september.ru/authors/267-365-961), *заместитель директора по БЖ*
* [Чернышова Юлия Викторовна](http://festival.1september.ru/authors/266-101-901), *заместитель директора по учебно-воспитательной работе*

**Разделы:** [Работа с родителями](http://festival.1september.ru/parents)

**Цели и задачи:**

* актуализировать проблему безопасности детей в сети интернет;
* побудить родителей задуматься о собственной роли и ответственности за безопасность детей в сети интернет;
* поддержать положительный опыт семейного пользования интернетом;
* познакомить родителей с правилами безопасности при работе с интернетом и детскими браузерами;
* рассказать родителям о правилах общения в Интернете.

**Оборудование для проведения собрания:** проектор, экран, ноутбук.

**Подготовительная работа:** анкетирование обучающихся, подготовка статистики, разработка памяток для родителей, обучающихся.

ХОД СОБРАНИЯ

**Вступительное слово**

– В социальном пространстве информация распространяется быстро, благодаря техническим возможностям. Сама информация часто носит противоречивый, агрессивный и негативный характер и влияет на социально-нравственные ориентиры общественной жизни. В связи с этим, возникает проблема информационной безопасности, без решения которой не представляется возможным полноценное развитие не только личности, но и общества. Современный школьник, включенный в процесс познания, оказывается незащищенным от потоков информации. Пропаганда жестокости средствами массовой информации, возрастающая роль Интернета, отсутствие цензуры является не только социальной, но и педагогической проблемой.   
Мы и не думали никогда, что воспитание ребенка будет сопряжено с опасностями, таящимися в Интернете. Жизненных ситуаций, где ребенок способен нашкодить, множество, но тут, откуда не возьмись, добавилась еще одна проблема – детишки полезли в Интернет. А там их ждет множество опасностей, о которых они сами, скорее всего, даже и не подозревают. Интернет общение в жизни ребенка — это хорошо или плохо? Сколько и как должен общаться ребенок в Интернете? Нужно ли ограничивать общение детей в сети? Важно ли прививать этические понятия ребенку по отношения к общению в Интернете? На эти и другие вопросы мы постараемся ответить.

**Мотивация к деятельности. Тренинг**

Родители высказывают свою точку зрения и аргументы по предлагаемому вопросу, передавая из рук в руки приятный на ощупь мягкий мячик.

**Вопросы:**

– Чем является компьютер в вашей семье? Приведите примеры ситуаций из вашей жизни, связанных с положительными и отрицательными эмоциями по поводу использования компьютера.  
– Что сделаем, чтобы не повторять ежедневно: “Ты опять весь день просидел (а) за компьютером”?  
– Какую пользу извлекает Ваш ребенок при использовании сети Интернет?  
– Какие опасности ждут Вашего ребенка в сети Интернет?

**Результаты анкетирования детей.Анализ, обсуждение ситуаций.**

Еще недавно компьютеры были скорее роскошью, но уже сейчас являются, чуть ли не “предметом первой необходимости”. Результаты анкетирования детей 5-9 классов показали, что:

* **80% детей** имеют дома компьютер.
* В среднем ежедневно дети проводят за ним по**3-4 часа** в день.
* Из видов деятельности, преобладающих в общении с компьютером, дети на первое место поставили – компьютерные игры.**93%**из них каждый день играют в компьютерные игры, причем**51%**может начать играть, даже не пообедав.
* На втором месте – общение в Сети.**85%**пользуются Интернетом – из них**93%**общаются в социальных сетях,**53%**– играют в сетевые онлайн игры.
* Далее дети выбирают прослушивание музыки, рисование, печать документов соответственно**46%**,**13,5%**и**1%.**
* **38%**– при определении рейтинга использования свободного времени на**I место**поставили компьютер, исключив при этом занятия спортом, прогулки на воздухе, общение с семьёй.

Достичь высоких результатов в воспитании невозможно без привлечения родителей. Нередко родители недооценивают угрозы, которым подвергается школьник, находящийся в сети Интернет.   
Комплексное решение поставленной задачи со стороны семьи и школы позволит значительно сократить риски причинения различного рода ущерба ребенку со стороны средств ИКТ.   
Проблема защиты детей в Сети находит самый широкий резонанс. И это не   
случайно.   
Обратимся к статистике: в России около 50% детей выходят в Сеть без контроля взрослых:

* 28% из вышедших в Интернет детей "серфят" в поисках "клубнички", 19% детей иногда посещают порносайты, еще 9% делают это регулярно;
* 38% детей, просматривают страницы о насилии
* 16% детей просматривают страницы с расистским содержимым
* 26% детей участвуют в чатах о сексе
* 14.5% детей, принявших участие в опросе, назначали встречи с незнакомцами через Интернет, 10% из них ходили на встречи в одиночку, а 7% никому не сообщили, что с кем–то встречаются.

Темпы информатизации оказались столь быстрыми, что и семья, и школа оказались не готовы к угрозам нового типа, методы борьбы с которыми еще только разрабатываются .Какие же опасности ждут школьника в Интернет-сети? Давайте с ними познакомимся – это:

1. Сайты порнографической направленности;  
2. Сайты, разжигающие национальную рознь и расовое неприятие: экстремизм, национализм, фашизм.  
3. Депрессивные молодежные течения. Ребенок может поверить, что шрамы – лучшее украшение, а суицид – всего лишь способ избавления от проблем.  
4. Наркотики. Интернет пестрит новостями о так называемой "пользе” употребления марихуаны, рецептами и советами изготовления "зелья”.  
5. Сайты знакомств. Виртуальное общение разрушает способность к общению реальному, "убивает” коммуникативные навыки подростка.  
6. Секты. Виртуальный собеседник не схватит за руку, но ему вполне по силам "проникнуть в мысли” и повлиять на взгляды на мир.

**Разработка рекомендаций**

И обучающимся, и родителям необходимо знать о том, что в виртуальном мире существует целый свод правил, которыми нужно руководствоваться при работе и общении в сети. Незнание, неумение использовать основные нормы поведения, приводит к тому, что подростки демонстрируют в виртуальном пространстве асоциальное поведение, а то и совершают правонарушения в сфере информатизации. Кажущаяся безнаказанность, анонимность, доступность приводит к таким поступкам, на которые в реальном мире большинство детей не способны. Причем многие из них даже не задумываются о том, что данные действия могут нанести реальный моральный, экономический, или даже физический вред тому, против кого они направлены.  
Интернет может быть прекрасным местом как для обучения, так и для отдыха и общения с друзьями. Но, как и весь реальный мир, Сеть тоже может быть опасна. Перед тем, как разрешить детям выходить в Интернет самостоятельно, следует установить ряд правил, c которыми должен согласиться ваш ребенок.  
Если вы не уверены, с чего начать, вот несколько рекомендаций, как сделать посещение Интернета для детей полностью безопасным. Десять фактов, которые нужно сообщить детям ради безопасности в Интернете:

1. Поощряйте детей делиться с вами их опытом в Интернете. Посещайте Сеть вместе с детьми.  
2. Научите детей доверять интуиции. Если их в Интернете что–либо беспокоит, им следует сообщить об этом вам.  
3. Если дети общаются в чатах, используют программы мгновенного обмена сообщениями, играют или занимаются чем–то иным, требующим регистрационного имени, помогите ребенку его выбрать и убедитесь, что оно не содержит никакой личной информации.  
4. Настаивайте на том, чтобы дети никогда не выдавали своего адреса, номера телефона или другой личной информации, например, места учебы или любимого места для прогулки.  
5. Объясните детям, что разница между правильным и неправильным одинакова: как в и Интернете, так и в реальной жизни.  
6. Научите детей уважать других в Интернете. Убедитесь, что они знают о том, что правила хорошего поведения действуют везде — даже в виртуальном мире.  
7. Настаивайте, чтобы дети уважали собственность других в Интернете. Объясните, что незаконное копирование чужой работы — музыки, компьютерных игр и других программ — является кражей.  
8. Скажите детям, что им никогда не следует встречаться с друзьями из Интернета. Объясните, что эти люди могут оказаться совсем не теми, за кого себя выдают.  
9. Скажите детям, что не все, что они читают или видят в Интернете, — правда. Приучите их спрашивать вас, если они не уверены.  
10. Контролируйте деятельность детей в Интернете с помощью современных программ. Они помогут отфильтровать вредное содержимое, выяснить, какие сайты посещает ребенок и что он делает на них.

**В каком возрасте следует разрешить детям посещение Интернета?**

Дети начинают пользоваться Интернетом во все более и более раннем возрасте. Дети уже в возрасте семи лет могут пользоваться Интернетом в школе, поэтому, скорее всего, захотят иметь в доступ в Сеть и дома. В возрасте 10-16 лет родителям часто уже весьма сложно контролировать своих детей, так как об Интернет они уже знают значительно больше своих родителей. В этом возрасте подростки активно используют поисковые машины, пользуются электронной почтой, службами мгновенного обмена сообщениями, скачивают музыку и фильмы. Мальчикам в этом возрасте больше по нраву сметать все ограничения, они жаждут грубого юмора, азартных игр, картинок «для взрослых». Девочки предпочитают общаться в чатах, при этом они гораздо боле чувствительны к сексуальным домогательствам в Интернет.   
В связи с этим, особенно важно строго соблюдать правила Интернет-безопасности. ([***Приложения 1, 2***](http://festival.1september.ru/articles/636657/pril.docx)) . Кроме того, необходимо как можно чаще просматривать отчеты о деятельности детей в Интернет. Следует обратить внимание на необходимость содержания родительских паролей (паролей администраторов) в строгом секрете и обратить внимание на строгость этих паролей. Обеспечивать родительский контроль в Интернет можно с помощью различного программного обеспечения ([***Приложение 3***](http://festival.1september.ru/articles/636657/pril.docx)).   
Внушите им, что никогда нельзя сообщать в Интернете личные сведения. ([***Приложение 4***](http://festival.1september.ru/articles/636657/pril.docx)).

**Какими внутрисемейными правилами следует руководствоваться при использовании Интернета?**

Выработайте вместе с детьми соглашение по использованию Интернета. В нем должны быть описаны права и обязанности для каждого члена семьи. А также – четко сформулированы следующие пункты:  
– Какие сайты могут посещать дети и что им разрешается там делать.  
– Сколько времени ваши дети могут проводить в Интернете.  
– Что делать, если что-нибудь вызывает у ваших детей ощущение дискомфорта.  
– Как защитить личные данные.  
– Как следить за безопасностью.  
– Как вести себя вежливо и корректно.  
– Как пользоваться службами чатов, группами новостей и мгновенными сообщениями.

**Помните!**

Для эффективности такого соглашения крайне важно участие детей в его составлении. Распечатайте его и держите рядом с компьютером для напоминания всем членам семьи, регулярно просматривайте и вносите изменения по мере того, как дети взрослеют.

**ОБРАТИТЕ ВНИМАНИЕ!**

Если вы обеспокоены безопасностью ребенка при его работе в Интернете или при использовании мобильной связи:

* Если ребенок подвергся опасности или стал жертвой сетевых преследователей и мошенников.
* Обратитесь на линию помощи[**«Дети онлайн»**](http://detionline.com/). Эксперты помогут решить проблему, а также проконсультируют по вопросу безопасного использования детьми мобильной связи и Интернет.
* Позвоните по телефону**8-800-25-000-15**(звонок по России бесплатный, прием звонков осуществляется по рабочим дням с **9-00 до 18-00 мск)**
* Или направьте Ваше письмо по адресу: helpline@detionline.com

**Заключение**

Не стоит думать, что Интернет – это безопасное место, в котором ваши дети могут чувствовать себя защищенными. Надеюсь, что вы понимаете, что использование только средств воспитательной работы без организации действенного контроля – это практически бесполезное занятие. Точно так же как и использование репрессивных средств контроля без организации воспитательной работы. Только в единстве данных средств мы с Вами вместе сможем помочь детям чувствовать себя в безопасности и оградить их от влияния злоумышленников.

**Используемые Интернет- ресурсы:**

* <http://www.dinkypage.com/ita42>
* <http://www.oszone.net/6213/>
* <http://www.microsoft.com/ru-ru/security/family-safety/childsafety-internet.aspx>
* <http://sch730.edusite.ru/p158aa1.html>
* [http://wiki.pippkro.ru](http://wiki.pippkro.ru/)
* [http://lavandamd.ru](http://lavandamd.ru/)
* <http://rovit.rxfly.net/stati/seti/69-bezopasnyj-internet-dlja-detej-i-ih-roditelej.html>
* [www.cursed-games.com](http://www.cursed-games.com/files/obuchenie-detey-kompyuteru.html)
* [vkus-zdorovya.ru](http://vkus-zdorovya.ru/page/35/)
* [www.consumer-club.com.ua](http://www.consumer-club.com.ua/all-articles/year/2010/page/40)
* demanrus.ru
* [www.cifrovik.ru](http://www.cifrovik.ru/publish/news/society/page_37/)
* [www.azbykamam.ru](http://www.azbykamam.ru/nashi-detki/zavisimost-rebyonka-ot-kompyutera-chto-delat-roditelyam.html)